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Directive (EU) 2016/1148 of the European Parliament and of the
Council of 6 July 2016 concerning measures for a high common level

of security of network and information systems across the Union

CHAPTER II

NATIONAL FRAMEWORKS ON THE SECURITY
OF NETWORK AND INFORMATION SYSTEMS

Article 10

Cooperation at national level

1 Where they are separate, the competent authority, the single point of contact and the
CSIRT of the same Member State shall cooperate with regard to the fulfilment of the obligations
laid down in this Directive.

2 Member States shall ensure that either the competent authorities or the CSIRTs receive
incident notifications submitted pursuant to this Directive. Where a Member State decides that
CSIRTs shall not receive notifications, the CSIRTs shall, to the extent necessary to fulfil their
tasks, be granted access to data on incidents notified by operators of essential services, pursuant
to Article 14(3) and (5), or by digital service providers, pursuant to Article 16(3) and (6).

3 Member States shall ensure that the competent authorities or the CSIRTs inform the
single points of contact about incident notifications submitted pursuant to this Directive.

By 9 August 2018, and every year thereafter, the single point of contact shall submit a
summary report to the Cooperation Group on the notifications received, including the
number of notifications and the nature of notified incidents, and the actions taken in
accordance with Article 14(3) and (5) and Article 16(3) and (6).


