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COUNTER-TERRORISM ACT 2008

EXPLANATORY NOTES

COMMENTARY ON SECTIONS

Part 7 – Miscellaneous

Terrorist offences

Section 76 – Offences relating to information about members of armed forces etc

204. This section inserts a new section 58A into the 2000 Act which creates a criminal
offence. The offence is committed when a person either elicits or attempts to elicit
information about a member of the armed forces or the intelligence services or a
constable, which is likely to be useful to a person committing or preparing an act of
terrorism, or publishes or communicates information of that kind. This offence is based
in part on the offence in section 103 of the 2000 Act (which ceased to have effect
on 31 July 2007 by virtue of the Terrorism (Northern Ireland) Act 2006). A person
who is able to prove that he had a reasonable excuse for his actions is able to rely on
that as a defence. This must be read with section 118 of the 2000 Act as amended by
section 76(3), the effect of which is to limit the burden on the accused to an evidential
burden, so that if that person adduces evidence sufficient to raise an issue with respect
this defence, the prosecution must then prove beyond reasonable doubt that there is
no such defence. The offence is punishable with a maximum sentence of 10 years
imprisonment, or to a fine or both.
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